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[bookmark: _Hlk514274591]1		Discussion
Management Data Analytics (MDA), is an enabler of automation and intelligence for services management and orchestration. An MDA MnS (also referred to as MDAS) defined in 3GPP TS 28.102 v2.0.0 enables any authorized consumer to request and receive analytics. The architecture is shown in Figure 1. 


Figure 1: MDA functional overview and service framework (source 3GPP TS 28.104)

As per 3GPP TS 28.104, a management function (MDAF) may play the roles of MDA MnS producer, MDA MnS consumer, other MnS consumer, NWDAF consumer and LMF service consumer, and may also interact with other non-3GPP management systems. 
The internal business logic related to MDA leverages the current and historical data related to: 
-	Performance Measurements (PM) as per TS 28.552 and Key Performance Indicators (KPIs) as per TS 28.554.
-	Trace data, including MDT/RLF/RCEF, as per TS 32.422 and TS 32.423.
-	QoE and service experience data as per TS 28.405 and TS 28.406.
-	Analytics data offered by NWDAF as per TS 23.288 including 5GC data and external web/app-based information (e.g., web crawler that provides online news) from AF.
-	Alarm information and notifications as per TS 28.532.
-	CM information and notifications.
-	UE location information provided by LMF as per TS 23.273.
-	MDA reports from other MDA MnS producers.
-	Management data from non-3GPP systems.
Analytics output from the MDA internal business logic are made available by the management functions (MDAFs) playing the role of MDA MnS producers to the authorized consumers, (including but not limited to other management functions, network functions/entities, NWDAF, SON functions, optimization tools and human operators).  

The analytics provided by MDAS include analytics for fault management predictions/statistics. The MDA can supervise the status of various network functions and resources, and predict the running trend of network and potential failures to intervene in advance. These predictions can be used by the management system to autonomously maintain the health of the network, e.g., speedy recovery actions on a network function related to the predicted potential failure.

As part of the analytic output the following information elements can be provided by the MDAF.

Table 1: Analytics output for fault prediction analysis (source 3GPP TS 28.104)
	Information element
	Definition
	Support qualifier
	Properties

	failurePredictionObject
	Indication of NR cells or NFs where the failure related issues occurred or potentially occur.

	M
	type: DN
multiplicity: 1..*
isOrdered: N/A
isUnique: N/A
defaultValue: None
isNullable: False

	potentialFailureType
	Indication of type of issues that can cause the failures.

NOTE: The values can be defined as a list of example values: "Operational Violation", "Physical Violation" and "Time Domain Violation". See alarmType described in TS 28.532.
	M
	type: string
multiplicity: 1
isOrdered: N/A
isUnique: N/A
defaultValue: None
isNullable: False

	eventTime
	This field holds the time of potential failure predicted.

Examples: "20:15:00", "20:15:00-08:00" (for 8 hours behind UTC).
	M
	type: DateTime
multiplicity: 1
isOrdered: N/A
isUnique: N/A
defaultValue: None
isNullable: False

	issueID
	This filed holds the ID of this failure prediction which is reported.
When reports, this identifier can be used to provide the information to management system to maintain.
	M
	type: string
multiplicity: 1
isOrdered: N/A
isUnique: N/A
defaultValue: None
isNullable: False

	perceivedSeverity
	This field holds the value to indicate relative level of urgency for operator attention.
NOTE: the value can be Critical, Major, Minor, Warning, Indeterminate, Cleared, see ITU-T Recommendation X.733.
	M
	type: ENUM
multiplicity: 1
isOrdered: N/A
isUnique: N/A
defaultValue: None
isNullable: False



The performance analytics from MDAS can assist the NWDAF AnLF to improve the accuracy of analytics or the NWDAF MTLF to determine if an ML model requires re-training.
Details are specified in the solution specifics below.

2		Proposal
The following solution is proposed.
******************************** First change (all new text) *******************************
[bookmark: _Toc101366209][bookmark: _Toc104799229][bookmark: _Toc97269608][bookmark: _Toc50536656][bookmark: _Toc50575409]6.x	Solution #x: Use of MDAS analytics for improving AnLF/MTLF analytics accuracy and data collection.
[bookmark: _Toc101366210][bookmark: _Toc104799230]6.x.1	Description
Editor's note:	This clause will describe the solution principles and architecture assumptions for corresponding key issue(s) which should be explicitly stated. Clause(s) may be added to capture details.
Management Data Analytics (MDA), is an enabler of automation and intelligence for services management and orchestration. An MDA MnS (also referred to as MDAS) defined in 3GPP TS 28.104 [x] enables any authorized consumer to request and receive analytics. The architecture is shown in Figure 1. 


Figure 6.x.1-1: MDA functional overview and service framework (source 3GPP TS 28.104 [x])

As per 3GPP TS 28.104, a management function (MDAF) may play the roles of MDA MnS producer, MDA MnS consumer, other MnS consumer, NWDAF consumer and LMF service consumer, and may also interact with other non-3GPP management systems. 
The internal business logic related to MDA leverages the current and historical data related to: 
-	Performance Measurements (PM) as per 3GPP TS 28.552 [x] and Key Performance Indicators (KPIs) as per 3GPP TS 28.554 [x].
-	Trace data, including MDT/RLF/RCEF, as per 3GPP TS 32.422 [x] and 3GPP TS 32.423 [x].
-	QoE and service experience data as per 3GPP TS 28.405 [x] and 3GPP TS 28.406 [x].
-	Analytics data offered by NWDAF as per 3GPP TS 23.288 [x] including 5GC data and external web/app-based information (e.g., web crawler that provides online news) from AF.
-	Alarm information and notifications as per 3GPP TS 28.532 [x].
-	CM information and notifications.
-	UE location information provided by LMF as per 3GPP TS 23.273 [x].
-	MDA reports from other MDA MnS producers.
-	Management data from non-3GPP systems.
Analytics output from the MDA internal business logic are made available by the management functions (MDAFs) playing the role of MDA MnS producers to the authorized consumers, (including but not limited to other management functions, network functions/entities, NWDAF, SON functions, optimization tools and human operators).  

The analytics provided by MDAS include analytics for fault management predictions/statistics. The MDA can supervise the status of various network functions and resources, and predict the running trend of network and potential failures to intervene in advance. These predictions can be used by the management system to autonomously maintain the health of the network, e.g., speedy recovery actions on a network function related to the predicted potential failure.

As part of the analytic output the following information elements can be provided by the MDAF.

Table 6.x.1-1: Analytics output for fault prediction analysis (source 3GPP TS 28.104 [x])
	Information element
	Definition
	Support qualifier
	Properties

	failurePredictionObject
	Indication of NR cells or NFs where the failure related issues occurred or potentially occur.

	M
	type: DN
multiplicity: 1..*
isOrdered: N/A
isUnique: N/A
defaultValue: None
isNullable: False

	potentialFailureType
	Indication of type of issues that can cause the failures.

NOTE: The values can be defined as a list of example values: "Operational Violation", "Physical Violation" and "Time Domain Violation". See alarmType described in TS 28.532.
	M
	type: string
multiplicity: 1
isOrdered: N/A
isUnique: N/A
defaultValue: None
isNullable: False

	eventTime
	This field holds the time of potential failure predicted.

Examples: "20:15:00", "20:15:00-08:00" (for 8 hours behind UTC).
	M
	type: DateTime
multiplicity: 1
isOrdered: N/A
isUnique: N/A
defaultValue: None
isNullable: False

	issueID
	This filed holds the ID of this failure prediction which is reported.
When reports, this identifier can be used to provide the information to management system to maintain.
	M
	type: string
multiplicity: 1
isOrdered: N/A
isUnique: N/A
defaultValue: None
isNullable: False

	perceivedSeverity
	This field holds the value to indicate relative level of urgency for operator attention.
NOTE: the value can be Critical, Major, Minor, Warning, Indeterminate, Cleared, see ITU-T Recommendation X.733.
	M
	type: ENUM
multiplicity: 1
isOrdered: N/A
isUnique: N/A
defaultValue: None
isNullable: False



The performance analytics from MDAS can assist the NWDAF AnLF to improve the accuracy of analytics or the NWDAF MTLF to determine if an ML model requires re-training.
[bookmark: _Toc101366211][bookmark: _Toc104799231]6.x.2	Procedures
Editor's note:	This clause describes high-level procedures and information flows for the solution.
6.x.2.1	AnLF subscribing from the MDAS/MDAF for fault prediction
The following call flow provides a detailed procedure on the NWDAF (AnLF) subscribing from MDAS/MDAF to receive information about fault predictions.



Figure 6.x.2-1: Improving analytics by interacting with MDAS/MDAF for fault prediction
1.	A consumer requests analytics including an analytic ID as per 3GPP TS 23.288 [x]. For example, a consumer can request analytics for an analytic ID for NF load. 
2.	The NWDAF determines the Data Producers to collect data to derive analytics for the analytic ID requested as per 3GPP TS 23.288 [x].
3.	The NWDAF collects data from the identified data producers as per 3GPP TS 23.288 [x]. 
4.	The NWDAF determines the parameters required when requesting fault predictions from the MDAS/MDAF. The NWDAF may request fault prediction targeting a service area or may request fault prediction for a Network Function acting as a data source in steps 2 and 3.
5.	The NWDAF subscribes to the MDAS/MDAF for fault prediction as per 3GPP TS 28.104 [x]
6.	The MDAS/MDAF determines data producers and collects data as per 3GPP TS 28.104 [x].
7.	MDAS/MDAF determines a fault 
8.	MDAS/MDAF report to the NWDAF fault prediction. The analytic output may include one or more parameters listed in Table 6.x.1-1 
9.	The NWDAF based on the information provided in step 8 determines if the fault affects the accuracy of the analytics. The NWDAF can determine if the fault affects the inference model for generating analytics or whether the analytics predictions that are already provided to a consumer are inaccurate. 
	For example if the fault prediction from the MDAS/MDAF includes an NF identity (NF id or NF instance ID) indicating that the network function will be “misbehaving” for a specific period of time the NWDAF can disregard the data for the time duration where the NF is “misbehaving” and collect data from the NF when the NF is operating at its nominal conditions. Based on the data disregarded the NWDAF can estimate how the analytics accuracy is affected (i.e. the NWDAF will have less number of samples to generate analytics) and indicate to the consumer if the analytics accuracy is affected. If the NWDAF determines that the analytics are not affected by the fault prediction (e.g. the NF was at fault only for a small period of time and the NWDAF has enough samples to generate analytics at a requested accuracy) the NWDAF does not need to report to the consumer an indication that the analytics are not accurate. 
	The NWDAF may also use statistical information provided by the MDAS/MDAF (e.g. MDAS/MDAF can notify the NWDAF of an imminent network failure). If the NWDAF determines that fault indication will affect the analytics accuracy then the NWDAF notifies the consumer to stop using the analytics provided by the NWDAF until the network failure is resolved.
10.	If the NWDAF determines that the fault analytics information affects the accuracy of the analytics the NWDAF reports to the consumer an indication to stop making decisions. The NWDAF may include a pause indication to the consumer. 
11.	The NWDAF determines that the analytics accuracy is restored, after the NWDAF has accumulated enough samples from the Data Producer(s) where faults were predicted .
12.	The NWDAF indicates to the consumer to resume the analytics subscription.

6.x.2.2	MTLF subscribing from the MDAS/MDAF for fault prediction
The following call flow provides a detailed procedure on the NWDAF (MTLF) subscribing from MDAS/MDAF to receive information about fault predictions.



Figure 6.x.2-2: Improving trained ML model by interacting with MDAS/MDAF for fault prediction
1.	A consumer requests a trained ML model including an analytic ID as per 3GPP TS 23.288 [x]. 
2.	The NWDAF determines the Data Producers to collect data to train an ML model for the analytic ID requested as per 3GPP TS 23.288 [x].
3.	The NWDAF collects data from the identified data producers as per 3GPP TS 23.288 [x]. 
4.	The NWDAF determines the parameters required when requesting fault predictions from the MDAS/MDAF. The NWDAF may request fault prediction targeting a service area or may request fault prediction for a Network Function acting as a data source in steps 2 and 3.
5.	The NWDAF subscribes to the MDAS/MDAF for fault prediction as per 3GPP TS 28.104 [x]
6.	The MDAS/MDAF determines data producers and collects data as per 3GPP TS 28.104 [x].
7.	MDAS/MDAF determines a fault 
8.	MDAS/MDAF report to the NWDAF fault prediction. The analytic output may include one or more parameters listed in Table 6.x.1-1 
9.	The NWDAF based on the information provided in step 8 determines if the fault affects the accuracy of the ML model.
-	The NWDAF MTLF disregards the data collected for training the ML model based on the information provided in the fault prediction. For example, if the fault prediction from the MDAS/MDAF indicate that a fault is predicted for an NF for a specific time period the MTLF will disregard any data collected from this NF collected at the time period where a fault is predicted.
10.	If the NWDAF MTLF determines that the fault affects the accuracy of the ML model the NWDAF reports to the consumer an indication to stop making decisions. The NWDAF may include a pause indication to the consumer. 
11.	The NWDAF MTLF re-train the ML model using data from the data producer where a fault is not predicted. 
12.	When the NWDAF determines that the train ML model is valid, i.e., after the NWDAF has accumulated enough samples from the Data Producer(s) where faults were predicted .The NWDAF indicates to the consumer to resume the analytics subscription.

[bookmark: _Toc101366212][bookmark: _Toc104799232]6.9.3	Impacts on services, entities and interfaces
Editor's note:	This clause captures impacts on existing 3GPP nodes and functional elements.
-	Existing services are used
-	NWDAF uses fault prediction from MDAS/MDAF to determine accuracy of analytics or ML model.



******************************** End of change *******************************
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